
              

                                             

DATE TIME EVENT TITLE LOCATION

15APR-18APR ALL DAY ELD G43/44

15APR 0830-1030
CINC HQ Safety Management Alternate In-

brief
CCC

15APR 1000-1130 CDT Monthly Training G38/39

15APR 1130-1300 SAAPM Proclamation Signing Spine

15-18APR 1200-1600 CPPA Phase II G14

15APR 1230-1400 CNRE All Hands Call CCC

15APR 1400-1500 NSA Naples NDAAC CCC

16APR 0800-1230 Town Hall: NCTS CCC

16APR 0900-1300 CBNR Fit Test BLDG 415

16APR 1400-1500 TCO Brief CCC

17APR 0900-1130 CNRE  All Hands Call CCC

17APR 0930-1130 CPO Mess Meeting PD30

17APR 1000-1100
CINC HQ Safety Management Alternate Out-

brief and Farewell
G14

18APR 1000-1100
The White House Communication Road 

House
CCC

18APR 1300-1400
The White House Communication Road 

House
CCC

21APR-30APR ALL DAY Skill soft Training G14

21APR-25APR ALL DAY ELD G43/44

EMERGENCY CALLS ON BASE 911 OR 626-4911 FRAUD/WASTE/ABUSE 626-2983

EMERGENCY CALL OFF BASE 081-568-4911 FAMILY ADVOCACY 629-6372

AIR TERMINAL 626-5283 SAPR 335-640-6621

EMERGENCY MANAGEMENT OFFICE 626-5303 INFORMATION SECURITY VIOLATIONS 626-2207

U.S. NAVAL SUPPORT ACTIVITY
NAPLES, ITALY

PLAN OF THE WEEK

15-21 APRIL 2025

OUR MISSION:  To provide outstanding support to NATO and SIXTH Fleet,
afloat units, 55 tenant commands and approximately 10,000 personnel. Ensure 
reliable command and control for all units in the Naples, Italy area of operation.

The Plan of the Week (POW) contains both official and unofficial information.
All hands must read the POW and be responsible for its contents and actions 

prescribed herein.  Do not remove from NSA Naples spaces.

UNIFORM OF THE DAY:  NWU/Flight Suit



COMMANDING OFFICER 626-6289 CAPT JOHN RANDAZZO

EXECUTIVE OFFICER 626-6289 CDR BRIAN KOCH

COMMAND MASTER CHIEF 626-5396 CMDCM DARIN VAZQUEZ

COMMAND SECURITY MANAGER 626-5620 MR. PAUL KOKOSZ

DUTY CACO +39 (345) 870-4084 CWO3 BRIAN CURRAN

COMMAND DUTY OFFICER +39 335 825 7986 VARIES

COMMAND CAREER COUNSELOR 626-6894
626-5174

NCC RASHAAD ETHRIDGE
NC1 MARTIKA VELASQUEZ

COMMAND DAPA 696-4696 CSC JOSHUA HERNANDEZ

COMMAND SARC
COMMAND SAPR LCPO

+39 (334) 661-3140
626-5480

JOHANNA ROSARIO
ETC ASHLEY KEMPTON

COMMAND CMEO 626-5483 ACC MCLINDEN

COMMAND OMBUDSMAN:  NSA NAPLES/
GAETA

331-622-3453
331-647-1634

REBECCA MCLINDEN
KAITLIN WALL

COMMAND DUTY CHAPLAIN +39 366-680-5972 *ON DUTY CHAPLAIN*

COMMAND VWAP 626-2889/ 366-670-1470 LT COOPER JONES

COMMAND VOTING ASSISTANCE OFFICER 626-4460 LCDR DAVID DOWNIE

COMMAND SUICIDE PREVENTION OFFICER 626-6897 LCDR DAVID DOWNIE

COMMAND CFS 629-4675 MACS JIMMY ELIZONDO

COMMAND FITNESS LEADER 626-5525 MMCS RAY WILLIS

From your NC Office:
SENIOR ENLISTED MARKETPLACE

is now open for First Class Petty Officers! 
Starting with the FY 26 CPO board, First 
Class Petty Officers who have been 
screened for Chief Petty Officer will 
compete in the Senior Enlisted 
Marketplace. 
For more information:
NAVADMIN 255/24
https://www.mynavyhr.navy.mil/References/Mes
sages/Billet-Based Advancement Policy Update 
Fact Sheet

From your Emergency Management 
Office: CBRN Fit Testing
POC: DC1 Helmick, Jacob
Time: 0900-1300 on every Wednesday 
unless otherwise canceled
Location: Bldg 415, Basement of the Air 
terminal 
Required for all active duty sailors, must 
have active PHA.

From your Safety Office

Reporting is the cornerstone of an 
engaged Safety program.  A 
reminder that if you get injured in 
any way/shape/form, both on or 
off-duty, to inform your supervisor 
and/or your Safety Office.  Safety 
mishap reports do not release 
names - so they are anonymous and 
bear no repercussions on how or 
what happened to cause the injury.  
Mishap reports are submitted via 
the RMI system.  If you need 
assistance in reporting contact your 
friendly neighborhood Safety 
Office at 626-2414

Be smart and be safe.



HAPPY
BIRTHDAY

DATE NAME
15 Apr MAC Vautour
16 Apr MA3 Covington
16 Apr MASN Labrasseur
17 Apr MA3 Hanks
18 Apr MA3 Marroquin

NAVAL HISTORY:  April 20,1944; The submarine Seahorse (SS-304) 
sinks the Japanese submarine RO-45 off the Marianas.



March brings new hope and renewed vigor in ensuring national security is protected by the greatest Navy 
in the world!

1. We love how technology keeps us connected, but remember, some gadgets need a break when entering 
classified spaces. Here's a quick reminder of what to leave outside:
       Tracking Devices: Leave those AirTags on your luggage, not tucked away in your wallet! And while 
we admire your dedication to fitness, smartwatches, Fitbits, and other trackers need a time-out too.
       Unclassified video cameras (for those unclassified teams meetings).
       Computers: Personal computers are off-limits, and even government-issued ones need to be OSS 
compliant, with cameras, Wi-Fi, and Bluetooth properly disabled.
       Cell phones (and yes, this includes gov't issued cell phones)
       Visitors: Classified spaces are strictly need-to-know. That means NO to family, friends, or even old 
shipmates (unless you turn the red light on and all classified operations ceases for the area). No badge, no 
entry.
       Personally owned headphones. (They must be gov't purchased and approved)
       Bluetooth headphones (usually in your gym bag....keep them outside, not waiting for your workout 
time)
This list is not all inclusive, but covers some recent challenges we've encountered. Protecting classified 
information is about more than just rules; it's about safeguarding our national security and the trust placed 
in us. Even small slip-ups can have big consequences. If you see something, say something or stop on 
by. Your friendly Security Manager and I are ALWAYS willing help you brush up on security protocols 
to protect the mission and the people we support!

2. CAC/SIPR/Alt-Token/Secure Badge. Take it with you. Any of the above left unattended within direct 
line of sight result in a security infraction.

3. Insider Threat
       I am the Installation Insider Threat Representative. Please take a moment and review the attached 
Reporting Requirements for all personnel. Let's be vigilant in communicating to mitigate and help protect 
the people, our organization, and the mission we support. It's crucial to remember that insider threats are 
complex and multifaceted. Organizations must adopt a holistic approach to security, addressing both 
technical vulnerabilities and human factors, to effectively mitigate this growing threat.

4. Lastly, I've attached a couple of reports amplifying the growing intelligence collection efforts, spies, 
and challenges as to why we protect information! (DCSA CIPB-25-22 and

Thank you for remaining vigilant ad always here to assist with your security questions or concerns!

Paul Kokosz
Installation Security Manager
SAPPC
Comm: +39-081-568-5620
DSN: 314-626-5620
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